Appendix P, Accreditation Documentation and Accreditation Statement for the
Real-time Automated Personnel Identification System (RAPIDS)
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MEMORANDUM FOR THE REAL-TIME AUTOMATED PERSONNEL
IDENTIFICATION SYSTEM (RAPIDS) USERS

SUBJECT: System Security Accreditation of RAPIDS

REFERENCES:
(a) Department of Defense (DoD) Directive 5200.40 “DoD Information Technology
Security Certification and Accreditation Process (DITSCAP),” 30 December 1997
(b) System Security Authorization Agreement (SSAA) for RAPIDS
(c) Director DEERS/RAPIDS Program Officer (DRPO) letter, subject: System Security
Certification of RAPIDS, 10 December 1999

In accordance with the provisions of reference (a), and as requested by reference (b), I hereby
grant full accreditation to the Real-time Automated Personnel Identification System (RAPIDS).
This accreditation is based upon a review of the information provided in reference (c). This
accreditation is my formal declaration that appropriate system security countermeasures have
been properly implemented and that a satisfactory level of security is present.

This accreditation is valid for 3 years from the date of this letter. Re-accreditation is required
sooner if there is a change affecting the system security posture of the activity. It is the
responsibility of the senior official in charge of the system to ensure that any change in
configuration, mode of operation, or other modification is analyzed to determine its impact on
system security and that appropriate action is taken to maintain a level of security consistent with
the requirements for this accreditation. '

A copy of this accreditation letter with supporting documentation will be retained by the activity
as a permanent record.

Point of contact for this memorandum is Ms. Andrea Wallace, DEERS/RAPIDS Program Office
commercial: (703) 696-2002, DSN: 426-2002.

enneth C. Scheflen
Designated Approvi uthority for RAPIDS
Director, Defense Manpower Data Center




MEMORANDUM FOR THE REAL-TIME AUTOMATED PERSONNEL








IDENTIFICATION SYSTEM (RAPIDS) USERS

SUBJECT:  System Security Accreditation of RAPIDS

REFERENCES:

(a)  Department of Defense (DoD) Directive 5200.40 “DoD Information Technology Security Certification and Accreditation Process (DITSCAP),” 30 December 1997

(b)  System Security Authorization Agreement (SSAA) for RAPIDS

(c)  Director DEERS/RAPIDS Program Officer (DRPO) letter, subject: System Security Certification of RAPIDS, 10 December 1999

1.  In accordance with the provisions of reference (a), and as requested by reference (b), I hereby grant full accreditation to the Real-time Automated Personnel Identification System (RAPIDS).  This accreditation is based upon a review of the information provided in reference (c).  This accreditation is my formal declaration that appropriate system security countermeasures have been properly implemented and that a satisfactory level of security is present. 

2.  This accreditation is valid for 3 years from the date of this letter. Re-accreditation is required sooner if there is a change affecting the system security posture of the activity.  It is the responsibility of the senior official in charge of the system to ensure that any change in configuration, mode of operation, or other modification is analyzed to determine its impact on system security and that appropriate action is taken to maintain a level of security consistent with the requirements for this accreditation.

3.  A copy of this accreditation letter with supporting documentation will be retained by the activity as a permanent record.
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